Registre d'Activitat del fitxer d'investigació “indica nom del fitxer”

(per a fitxer basat en consentiment)

|  |  |
| --- | --- |
| **a) Base jurídica** | Article 6 RGPDL’article 6 LO 3/2018, de 5 de desembre, de protecció de dades de caràcter personal i garantia de drets digitals.S’ha d’indicar la clàusula de consentiment informat utilitzada.S’ha d’indicar si s'ha sol·licitat informe d'impacte, bé per al sistema de pseudonimització, bé pel contingut del fitxer. |
| **b) Finalitats del tractament** | S’han d’indicar les finalitats que justifiquen el tractament o la cessió de les dades i usos de les dades des del punt de vista del consentiment obtingut. |
| **c) Col·lectiu** | S’han d’indicar les persones físiques o jurídiques les dades de les quals conformen el fitxer. |
| **d) Categories de dades** | Per ex., Nom i cognoms, DNI/NIF/Document identificatiu, adreça, telèfon, correu electrònic. I si conté dades sensibles: de salut, genètiques, biomètriques, d’elaboració de perfils, de menors de 14 anys, de discapacitats, de víctimes de violència de gènere, big data… |
| **e ) Categoria destinataris** | Els han d’utilitzar PDI, PAS i ADR del centre per a les finalitats descrites. No s’han de cedir fora de l'àmbit universitaris. |
| **f) Transf. internacional** | No es preveuen transferències internacionals de les dades. (Però, si se’n preveuen, cal indicar-ho).Hi ha d'haver, almenys, un responsable del fitxer a la Unió Europea, quan hi haja partners o cotitulars de fora de la UE. |
| **g) Termini supressió** | S’ha d’indicar si hi ha termini per a suprimir les dades del fitxer (per ex, dos anys, tres cursos acadèmics). Si no hi ha termini de supressió, simplement cal indicar “duració indefinida”. |
| **h) Mesures de seguretat** | Les mesures de seguretat implantades es corresponen amb les que estableix l'annex II (Mesures de seguretat) del Reial decret 3/2010, de 8 de gener, pel qual es regula l'Esquema Nacional de Seguretat en l'àmbit de l'Administració Electrònica i que es descriuen en els documents que conformen la Política de protecció de dades i seguretat de la informació de la UV.A més, cada investigador, i persones responsables o encarregades, es comprometen a complir les normes següents:[**https://www.uv.es/ensuv/es/uvstic-seguridad-tecnologias-informacion-comunicaciones.html**](https://www.uv.es/ensuv/es/uvstic-seguridad-tecnologias-informacion-comunicaciones.html) |
| **i) Entitat responsable** | S’ha d’indicar titular o responsable del fitxer.S’ha d’indicar nom i dades de localització del delegat de protecció de dades del fitxer, si n’hi ha.Delegat de protecció de dades UV. Prof. Dr. Javier Plaza PenadésCorreu electrònic: javier.plaza@uv.es |

Registre d'Activitat del fitxer “indica nom del fitxer”

(per a fitxer basat d'investigació basat en obligació legal)

|  |  |
| --- | --- |
| **a) Base jurídica** | RGPD: 6.1.e) Tractament necessari per al compliment d'una missió realitzada en interès públic o en l'exercici de poders públics conferits al responsable del tractament.L’article 8 EL 3/2018, de 5 de desembre, de protecció de dades de caràcter personal i garantia de drets digitals.S’ha d’indicar si s'ha sol·licitat informe d'impacte, bé per al sistema de pseudonimització, bé pel contingut del fitxer. |
| **b) Finalitats del tractament** | S’han d’indicar les finalitats que justifiquen el tractament o la cessió de les dades i usos de les dades des del punt de vista legal. |
| **c) Col·lectiu** | S’han d’indicar les personar físiques o jurídiques les dades de les quals conformen el fitxer. |
| **d) Categories de dades** | Per ex., Nom i cognoms, DNI/NIF/Document identificatiu, adreça, signatura, telèfon.I si conté dades sensibles: de salut, genètiques, biomètriques, d’elaboració de perfils, de menors de 14 anys, de discapacitats, de víctimes de violència de gènere, big data … |
| **e) Categoria destinataris** | S’ha d’indicar qui farà ús d’aquest fitxer i les condicions d'accés i utilització: estudiants, PDI, PAS, tercers.  |
| **f) Transf. internacional** | No es preveuen transferències internacionals de les dades. (Però, si se’n preveuen, cal indicar-ho).Hi ha d'haver, almenys, un responsable del fitxer a la Unió Europea, quan hi haja partners o cotitulars de fora de la UE. |
| **g) Termini supressió** | S’ha d’indicar si hi ha termini per suprimir les dades del fitxer (per ex., dos anys, tres cursos acadèmics). Si no hi ha termini de supressió, simplement cal indicar “duració indefinida”. |
| **h) Mesures de seguretat** | Les mesures de seguretat implantades es corresponen amb les que estableix l'annex II (Mesures de seguretat) del Reial decret 3/2010, de 8 de gener, pel qual es regula l'Esquema Nacional de Seguretat en l'àmbit de l'Administració Electrònica i que es descriuen en els documents que conformen la Política de protecció de dades i seguretat de la informació de la UV.A més, cada investigador, i persones responsables o encarregades, es comprometen a complir les normes següents:[**https://www.uv.es/ensuv/es/uvstic-seguridad-tecnologias-informacion-comunicaciones.html**](https://www.uv.es/ensuv/es/uvstic-seguridad-tecnologias-informacion-comunicaciones.html) |
| **i) Entitat responsable** | S’ha d’indicar el titular o responsable del fitxer.S’han d’indicar el nom i les dades de contacte del delegat de protecció de dades del fitxer, si n'hi ha.Delegat de protecció de dades UV. Prof. Dr. Javier Plaza PenadésCorreu electrònic: javier.plaza@uv.es |