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Els terminis de presentació de propostes finalitzen en els dies esmentats a les 17 hores (hora local de Brussel·les)

PROGRAMA ESPECÍFIC DE COOPERACIÓ
Tema: Seguretat

FP7-SEC-2010-1

Pressupost indicatiu: 210.590.000 d'euros

Data limit: 26 de novembre de 2009

Temes convocats: ACTIVITY 10.1 SECURITY OF CITIZENS. 1.2 INTEGRATION PROJECTS. 1.2-1 Information and knowledge management for the prevention of organised crime. 1.3 CAPABILITY PROJECTS. 1.3-1 Innovative tools to combat organised crime and terrorism financing and money laundering. 1.3-2 Tackling counterfeit medicines and related criminal networks. 1.3-3 Detection of IED manufacturing facilities. 1.4 COORDINATION AND SUPPORT ACTIONS. 1.4-1 Advanced forensic toolbox 1.4-2 Controlling the change of properties of chemicals to preclude misuse

ACTIVITY 10.2 SECURITY OF INFRASTRUCTURES AND UTILITIES. 2.1 DEMONSTRATION PROGRAMME. 2.1-1 Security of mass transportation - phase II. 2.3 CAPABILITY PROJECTS. 2.3-1 Planning, (re)design, and (re)engineering of urban areas to make them less vulnerable and more resilient to security threats. 2.3-2 Assessment framework and tools to identify vulnerabilities of energy grids and energy plants and to protect them against cascading effects. 2.3-3 Automatic detection and recognition of threats to critical assets in large unpredictable environment.

ACTIVITY 10.3 INTELLIGENT SURVEILLANCE AND BORDER CONTROL. 3.1 DEMONSTRATION PROGRAMME. 3.1-1 European-wide integrated maritime border control system - phase II. 3.2 INTEGRATION PROJECTS 3.2-1 Monitoring and tracking of shipping containers.

ACTIVITY 10.4 RESTORING SECURITY AND SAFETY IN CASE OF CRISIS. 4.1 DEMONSTRATION PROGRAMME. 4.1-1 Aftermath crisis management - phase 1. 4.2 INTEGRATION PROJECTS 4.2-1 Interoperability of data, systems, tools and equipment. 4.2-2 Preparedness and Resilience to a CBRN crisis. 4.2-3 Information acquisition using dedicated platforms, including UAV, aerostatic platforms(balloons) and satellites. 4.3 CAPABILITY PROJECTS. 4.3-1 Alert and communication, including role of media, towards the population in crises management. 4.3-2 Adaptation of existing Decision Support Systems (DSS) to new radiological threats. 4.4 COORDINATION AND SUPPORT ACTIONS. 4.4-1 Basic service restoration (e.g. energy, water, communication), business continuity, domestic/ environmental normality.

ACTIVITY 10.6 SECURITY AND SOCIETY. 6.1 CITIZENS AND SECURITY. 6.1-1 Signs of ‘early warning’ to detect trends and weak signals in social polarisation, radicalisation development and segregation. 6.1-2 Develop models and tools to detect and evaluate risks of terrorism. 6.1-3 Reduction of the cognitive biases in intelligence analysis. 6.3 FORESIGHT, SCENARIOS AND SECURITY AS AN EVOLVING CONCEPT. 6.3-1 Developing a reference framework for the European security culture: the perception of threats and the trust in public authorities and
the police and the perception of security as a service. 6.3-2 Fore sighting the contribution of
security research to meet the future EU roles. 6.3-3 Research on rigorous methodologies for
assessment of security investments and trade-off between security and other societal
objectives (e.g. privacy and social cohesion). 6.4 SECURITY ECONOMICS. 6.4-1 Cost-benefit
analysis of the present and future security measures in Europe. 6.5-1 Review existing codes
of conduct, best practises, etc. as to the ethical use of security technologies and the
corresponding legal requirements - make recommendations where shortfalls exist. 6.5
ETHICS AND JUSTICE. 6.5-2 Use of smart surveillance systems, data protection, integrity
and sharing information within privacy rules. ACTIVITY 10.7 SECURITY RESEARCH
COORDINATION AND STRUCTURING. 7.0-1 Networking of researchers for a high level
multi-organisational and cross-border collaboration 7.0-2 Feasibility study for EU policy on
high level multi-organisational and trans-boundary interoperable field labs and test centres.
7.0-3 Critical and emerging technologies for security. 7.0-4 Organisation of a "security"
competition. 7.0-5 Co-ordination of national research programmes in the area of Security
research (ERA-NET). 7.0-6 Trans-national co-operation among NCPs - phase 2.
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